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MICROSOFT DEFENDER FOR ENDPOINT

Cena celkem: 1 781 Kč
 (bez DPH: 1 472 Kč)
Běžná cena: 1 960 Kč
Ušetříte: 178 Kč
Kód zboží: SWMCSP0301
Part No.: QLS-00004R
Záruka: 6 měs.
Stav: Nové zboží

Popis

Microsoft Defender for Endpoint

Microsoft Defender for Endpoint nabízí špičkové zabezpečení koncových bodů pro Windows, macOS, Linux, Android, iOS a
síťová zařízení a pomáhá rychle zastavovat útoky, škálovat prostředky zabezpečení a rozvíjet ochranu. Přináší
ochranu v cloudovém měřítku a využívá integrovanou umělou inteligenci, která poskytuje nejširší analýzu hrozeb v oboru.
Naše komplexní řešení umožňuje ve vašem prostředí zjišťovat všechny koncové body, a dokonce i síťová zařízení, jako jsou
směrovače. V jedné společné platformě nabízí správu ohrožení zabezpečení, detekci a reakce v koncových bodech (EDR),
ochranu před mobilními hrozbami a řízené proaktivní vyhledávání hrozeb.

Kompletní zabezpečení koncových bodů
Můžete využívat funkce pro zjišťování a zabezpečení systémů Windows, macOS, Linux, Android a iOS a síťových zařízení před
sofistikovanými hrozbami.

Rychlé zastavení hrozeb
Získejte ochranu před sofistikovanými hrozbami, jako je ransomware a útoky ze strany státních aktérů.

Škálování zabezpečení
Ušetřete čas pracovníkům zajišťujícím zabezpečení, aby mohli stanovovat prioritu rizik a zlepšovat tak stav zabezpečení.

Rozvoj ochrany
Překonejte bariéry izolovaných systémů koncových bodů a používejte vyspělé zabezpečení založené na XDR a modelu
nulové důvěry (Zero Trust).

Eliminujte slepá místa ve svém prostředí
Odhalujte nespravované a neoprávněné koncové body a síťová zařízení a zabezpečte tyto prostředky pomocí integrovaných
pracovních postupů.



Microsoft Defender For Endpoint je jednotná platforma pro zabezpečení koncových bodů a umožňuje
podnikovým zákazníkům chránit, odhalovat, vyšetřovat a reagovat na pokročilé útoky a narušení dat. Je
vestavěný, funguje v cloudu, využívá umělou inteligenci k automatizaci bezpečnostních incidentů a využívá
Microsoft Intelligence Security Graph k integraci detekce a zkoumání s dalšími službami Microsoft Threat
Protection.

Další informace naleznete na webu Microsoftu:
www.microsoft.com/cs-cz/security/business/threat-protection/endpoint-defender

ZÁKLADNÍ SPECIFIKACE

Typ licence: CSP (Cloud Solution Provider)
Trvání licence: předplatné 1 rok (vyúčtování ročně)
Počet licencí: 1

Program Cloud Solution Provider (CSP)

Cloud Solution Provider je komplexní licenční program Microsoftu, který vám umožní prodávat koncovým zákazníkům*:

předplatné cloudových služeb - Microsoft 365, Office 365, Windows 365, Dynamics 365, Microsoft Azure
předplatné licencí - SQL Server, Windows Server
trvalé licence - Office, Windows 10/11, Windows Server, Exchange Server, SQL Server

Výhody programu CSP

Měsíční pronájem aktuální verze daného softwaru s možností změny počtu licencí na měsíční bázi.
Roční pronájem s fixací ceny na celý rok
Snadná správa licencí z jednoho místa: Portál Office

Možnosti, jak prodávat CSP produkty:

1/ Staňte se prodejcem CSP produktů s přímou správou zákazníků - vy řešíte objednávání i správu licencí
vašich koncových zákazníků* - vhodné pro pokročilejší uživatele

3 kroky, jak se stát prodejcem CSP licencí:

Registrace do partnerské sítě Microsoft
Přihlášení do CSP programu ZDE
Spojení s poskytovatelem CSP licencí ZDE

Po propojení kontaktujte csp@100mega.cz pro dokončení nastavení vašeho účtu - musíme nastavit my ručně.

2/ Nechejte pracovat svého partnera - 100Mega za vás objedná licence vašemu zákazníkovi - my figurujeme
jako reseller, my objednáváme licence, řešíme vše za partnera, fakturace ale probíhá 100Mega -> partner ->
koncový zákazník*

Zákazník potřebuje účet pro cloudové služby, tzv. tenant. Pokud koncový zákazník tenant má, pošlete nám ho na
csp@100mega.cz, koncového zákazníka s tenantem požádáte o udělení delegované správy, vzor žádosti s linkem Vám
zašleme. Pokud tenant nemá, pošlete prosím informace o koncovém zákazníkovi na csp@100mega.cz (název, IČO, adresa,
kontaktní osoba včetně telefonu a emailu). Tenant vytvoříme a koncovému zákazníkovi zašleme údaje pro jeho administraci.

* Koncový zákazník potřebuje pro objednání CSP licencí tenant - účet pro správu cloudových služeb Microsoft.

V případě že zákazník tenant nemá, tak reseller (100Mega) musí založit zákazníka v Partner Centru (ALEF platformě).
Reseler poté napojí tenant školy - link si může sám najít ve svém Partner Centru.
V případě založení tenantu koncového zákazníka od 100Megy dochází k propojení automaticky.
Akademický zákazník musí mít tenant ověřený Microsoftem (MS prověřuje, že se opravdu jedná o EDU zákazníka. Podrobný

https://www.microsoft.com/cs-cz/security/business/threat-protection/endpoint-defender
https://portal.office.com/Adminportal/Home#/homepage
https://partner.microsoft.com/cs-cz
https://partner.microsoft.com/cs-cz/membership/cloud-solution-provider
https://partnercenter.microsoft.com/commerce/indirectresellers/relationshiprequest/15089761-a5b8-4353-9094-cf9164f18248
https://partner.microsoft.com/en-us/dashboard/commerce2/customers/acquire


návod na založení akademického zákazníka naleznete ZDE.
Tip: Validace je rychlejší, když koncový uživatel poskytne email s doménou, kterou vlastní škola.

Předplatné CSP lze modifikovat (snižovat, rušit) max. 7 dnů od konce expirace. Předplatná CSP se automaticky
prodlužují, pokud partner neřekne jinak a prodlužují se za aktuálních cenových podmínek, daných Microsoftem
a vlivem kurzů. Poskytovatel není povinen o těchto skutečnostech partnera informovat předem, mělo by být
prací partnera hlídat expirace svých zákazníků a zjišťovat jejich potřeby a informovat poskytovatele o
potřebných změnách.

Více informací o programu CSP naleznete ZDE.

V případě nejasností se, prosím, obraťte na csp@100mega.cz

https://docs.microsoft.com/en-us/partner-center/sell-to-education-customers?tabs=workspaces-view
https://docs.microsoft.com/cs-cz/partner-center/csp-overview

